**Zasady przetwarzania Państwa danych osobowych w związku ze stosowaniem w Urzędzie Gminy Liszki monitoringu wizyjnego**

1. W związku z powyższym zgodnie z art. 13 ust.1 i ust. 2 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/ WE (dalej zwane: „RODO”) informujemy, że :
   * + 1. Administratorem Pani/Pana danych osobowych jest Wójt Gminy Liszki z siedzibą: Liszki 230, 32-060 Liszki; tel: 12 2576531; e-mail: ug@liszki.pl
       2. Jeśli ma Pani/Pan pytania dotyczące sposobu i zakresu przetwarzania Pani/Pana danych osobowych, a także przysługujących Pani/Panu uprawnień, może się Pani/Pan skontaktować z Inspektorem Ochrony Danych Osobowych [iod@liszki.pl](mailto:grzegorz.szajerka@gptogatus.pl)
       3. Pani / Pana dane będą przetwarzane w celu wykonania zadania realizowanego w interesie publicznym, zgodnie z uprawnieniem wynikającym z ustawy z dnia 8 marca 1990 r. o samorządzie gminnym, którym jest stosowanie środków technicznych umożliwiających rejestrację obrazu (monitoring) w obszarze przestrzeni publicznej, jeżeli jest to konieczne do zapewnienie porządku publicznego i bezpieczeństwa obywateli oraz ochrony przeciwpożarowej i przeciwpowodziowej.
       4. Zapisy z monitoringu przechowywane będą aż do nadpisania (w zależności od wielkości nagrań) maksymalnie do 30 dni lub do czasu prawomocnego zakończenia postępowania prowadzonego na podstawie przepisów prawa;
       5. Kamery umieszczone są w budynku Urzędu Gminy Liszki , przy punkcie kasowym , oraz przed wejściem do budynku do budynku nr 94 oraz budynku nr 230;
       6. W przypadku, w którym nagrania obrazu stanowią dowód w postępowaniu prowadzonym   
          na podstawie przepisów prawa lub Administrator powziął wiadomość, iż mogą stanowić dowód w postępowaniu, 30-dniowy termin ulega przedłużeniu do czasu prawomocnego zakończenia postępowania;
       7. Administrator zabezpiecza zdarzenia zarejestrowane przez monitoring wizyjny, które zagrażają bezpieczeństwu, życiu i zdrowiu, niszczeniu i kradzieży mienia dla celów dowodowych:
     1. na wniosek osób trzecich,
     2. na wniosek organów prowadzących postępowania,
     3. na wniosek kierownika jednostki;
        1. Udostępnia się zabezpieczone dane z monitoringu wizyjnego tylko organom prowadzącym postępowanie w sprawie zarejestrowanego zdarzenia np. policji, prokuraturze, sądom, które działają na podstawie odrębnych przepisów;
        2. Dane z monitoringu nie będą przetwarzane w sposób zautomatyzowany, w tym w formie profilowania;
        3. Osoba zarejestrowana przez system monitoringu ma prawo do treści danych na zasadach określonych w art. 15 RODO, prawo do ograniczenia przetwarzania danych na zasadach określonych w art. 18 RODO;
        4. Osobie zrejestrowanej przysługuje prawo wniesienia skargi do organu nadzorczego - Prezesa Urzędu Ochrony Danych Osobowych, gdy uzna, że przetwarzanie jej danych osobowych narusza przepisy RODO.